
Information on the processing of personal data 
 
Any personal information that a notification may contain will be handled in the 
following manner. It is important to understand how this works. 

 
1. Responsible for personal data 

The FBA is responsible for personal data processed in the 
whistleblowing system. Address: Sandövägen 1, 872 64 
Sandöverken, Sweden Telephone number: +46 (0)10-456 
23 00 

 
2. Purpose of the processing 
Personal data in the whistleblowing system is used to consider the notifications 
submitted in the system and to investigate whether identified persons have been 
involved in criminal offenses like corruption or other serious financial improprieties. 

 
3. Information that is processed 

The personal data we process is the information provided in the notification and the 
additional information that may be obtained in order to conduct a proper investigation. 
The information may include name, position and details of the offense. 

 
4. Recipients of the data 
The FBA has limited authorisation in accessing data in the whistleblowing system so 
that only a specific internal organisation may access the data in order to manage 
notifications and head investigations, and only if they need the information to perform 
their work. 

 
5. Right to register excerpts, etc. 

According to Section 26 of the Personal Data Act, you are entitled to obtain 
information on the personal data being processed at the agency that pertains to 
you, free of charge and once per year. If you wish to have such information, you 
must send a written and signed request to the FBA. If your personal data is being 
processed in violation of the Personal Data Act, you may, according to Section 28 
of the Data Protection Act, request that the personal data be corrected, blocked or 
deleted. 

 
6. The principle of public access to official documents 
As the FBA is a Swedish government agency, a notification received by the FBA is 
considered a public document. If the public requests access to the document, this will 
therefore be disclosed provided it does not contain information that is classified under 
the Public Access to Information and Secrecy Act (2010:400). Thus, the FBA cannot 
guarantee that the notification will be kept secret. 


